**Privacy beleid IVN Nuenen.**

In het Privacy Statement van IVN Nuenen wordt beschreven hoe er wordt omgegaan met de persoonsgegevens.  
Dit n.a.v. de nieuwe Algemene Verordening Gegevensbescherming.

Met welk doel worden de persoonsgegevens van de leden, donateurs en relaties zoals adverteerders van  IVN Nuenen bewaard?

Waar in het onderstaande wordt vermeld “leden” wordt ook verstaan hoe met de gegevens van donateurs en relaties wordt omgegaan.

Waarom worden (persoons) gegevens opgeslagen en bewaard?

Wanneer men lid of donateur wordt van IVN Nuenen worden de persoonsgegevens vastgelegd. We gebruiken de gegevens voor zaken die voor leden van belang zijn, zoals:

* Eenmaal per jaar met de incasso procedure de lidmaatschapsgelden te incasseren
* Onze leden 1 keer per jaar de factuur contributie digitaal of per post toe te sturen.
* Onze leden digitaal te informeren omtrent interessante lezingen en cursussen.
* Onze leden digitaal te informeren over het regionaal jaarprogramma.
* Onze leden digitaal te informeren over het jaarprogramma van IVN Nuenen.
* Onze leden enkele keren per jaar relevante informatie over de tuinvogeltelling en eventueel andere projecten in de vorm van een folder thuis te bezorgen.
* Om de leden het ledenblad eenmaal per kwartaal thuis te bezorgen.
* Om de leden van de werkgroepen te informeren over activiteiten.

Bij de informatie die per e-mail wordt verstuurd, wordt gebruik gemaakt van “bcc” mogelijkheid om te vermijden dat mailadressen van andere leden onbedoeld bekend raken.

Wie is binnen IVN Nuenen verantwoordelijk voor de bescherming van de persoonsgegevens?

Binnen de afdeling zijn de ledenadministrateur en de secretaris verantwoordelijk voor de bescherming van de persoonsgegevens. Alleen zij hebben hier inzage in, de persoonsgegevens worden niet met derden gedeeld.

Welke persoonsgegevens worden bewaard?

De gegevens worden bewaard in een bestand van een software programma waarin het ledenbestand en de boekhouding worden verwerkt, met daarin naam, adres, telefoonnummer en e-mailadres van de leden. Dit bestand wordt opgeslagen in het software pakket en een back-up zowel op een stickie als op de prive-PC van de ledenadministrateur. Deze back-ups zijn niet direct toegankelijk zonder de programmatuur.

Er worden geen persoonsgegevens in de Cloud bewaard.

Er worden geen bijzondere persoonsgegevens bewaard.

De gegevens die in het programma opgeslagen worden zijn:

* Geslacht (M/V)
* Voorletters
* Tussenvoegsel
* Naam
* Straat
* Huisnummer
* Toevoeging huisnummer
* Postcode
* Woonplaats
* Telefoon
* Mobiele telefoon
* Extra naam (gebruikt om voornaam/roepnaam te vermelden)
* Geboorte datum
* E-mail adres
* Categorie (soort relatie: lid, donateur, SDNI, adverteerder, enz.)
* Bedrag code (indicatie voor contributie en/of donatie bedrag)
* Contributie bedrag
* Inschrijfdatum
* Uitschrijfdatum
* IBAN van rekeningnummer (indien incasso machtiging)
* Voor verzending “Schrijverke”:
  + Verzendgroep
  + Woongebied
  + Soort releatie

Welke maatregelen zijn er genomen om te voorkomen dat anderen onbedoeld persoonsgegevens kunnen inzien?

De gegevens worden beschermd tegen onbedoeld gebruik middels:

* De persoonsgegevens zijn alleen in te zien door de ledenadministrateur, die deze op een beschermde pc bewaard.
* De ledenadministrateur/penningmeester is aangewezen als zijnde verantwoordelijk voor de gegevensbescherming van de afdeling Nuenen.
* Door lid te worden van een lokaal IVN wordt men in principe ook lid van IVN-landelijk, daarom worden de persoonsgegevens doorgegeven aan de landelijke ledenadministratie Procurios van IVN-Nederland. Er is een Privacy statement opgesteld door IVN-Nederland.
* Er is een procedure opgesteld voor het melden van datalekken.

Hoe worden de huidige en de toekomstige leden geïnformeerd over welke persoonsgegevens worden bewaard?

Toekomstige leden vullen een aanmeldformulier in dat ze tevens ondertekenen. Op de site van IVN Nuenen zal gewezen worden op het privacy beleidsplan, waarvan de procedure voor het melden van data lekken deel uitmaakt. Het documenten wordt op onze website geplaatst, zodat ook de huidige leden hiervan kennis kunnen nemen.

Wat is er geregeld voor leden en relaties om hun eigen persoonsgegevens in te zien?

Onze leden kunnen altijd contact opnemen met de ledenadministrateur/penningmeester van IVN Nuenen om hun persoonsgegevens op te vragen, dit kan door middel van het sturen van een e-mail naar: [pmivnnuenen@gmail.com](mailto:pmivnnuenen@gmail.com)

Om de gegevens op te vragen die IVN-landelijk binnen de ledenadministratie Procurios heeft opgeslagen kan men contact opnemen met de servicedesk van IVN via het e-mailadres: [info@ivn.nl](mailto:info@ivn.nl)

PROCEDURE VOOR HET MELDEN VAN DATALEKKEN.  
  
Wat is een datalek?

We spreken van een datalek als persoonsgegevens in handen vallen van derden die geen toegang tot die gegevens zouden mogen hebben.  
Een datalek is het gevolg van een beveiligingsprobleem. In de meeste gevallen gaat het om uitgelekte computerbestanden, of om een gestolen of verloren geprinte ledenlijst. Andere voorbeelden zijn cyberaanvallen, verkeerd verzonden e-mail, gestolen laptops, afgedankte niet-schoongemaakte computers en verloren usbsticks.  
  
Bij wie in de organisatie moet een datalek gemeld worden?

De ledenadministrateur/penningmeester en secretaris hebben de beschikking over de gegevens van de leden. Zij zullen checken wat er gelekt is en vervolgens in kaart brengen wat de gevolgen zijn voor de personen van wie de persoonsgegevens gelekt zijn en welke gegevens nodig zijn voor de melding. Zij zullen vervolgens de melding doen bij de Autoriteit Persoonsgegevens.  
De melding moet in ieder geval bestaan uit:

* de aard van de inbreuk;
* de instanties of persoon waar meer informatie over de inbreuk kan worden verkregen;
* de aanbevolen maatregelen om de negatieve gevolgen van de inbreuk te  beperken;
* een beschrijving van de geconstateerde en de vermoedelijke gevolgen van  de inbreuk voor de verwerking van persoonsgegevens;
* de maatregelen die de organisatie heeft genomen of voorstelt te nemen om deze gevolgen te verhelpen.

Meldingen kunnen digitaal gedaan worden bij het meldloket van de Autoriteit Persoonsgegevens: [http://datalekken.autoriteitpersoonsgegevens.nl](http://datalekken.autoriteitpersoonsgegevens.nl/)
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